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Abstract
This study focused on the knowledge sharing of employees at homeland security. In this study, we developed and tested a theoretical model on the factors that influence employees' attitude, intention, and behavior to share knowledge. We relied on the theory of reasoned action and media synchronicity theory to build our theoretical model. We found support for most of our hypotheses in this study which are consistent with prior studies on knowledge sharing. In particular, we found that trust had a positive relationship with the attitude to share knowledge. Another important finding is the role of information and communication technology (ICT) in knowledge sharing in homeland security. We found that ICT to support processing of information strengthened individual employees' intention to share knowledge while the technology to support transmission of information facilitated knowledge sharing behavior.

1. Introduction

The tragic events of September 11, 2001 placed greater emphasis on collecting and sharing data, information, and knowledge involving risks and threats to national security. Legislative mandates on information and homeland security [18, 26, 25, 27] and Presidential Directives and Executive Orders [19, 20] call for federal agencies to develop information and knowledge sharing capabilities to not only ensure that the right information gets to the right people, but that it also facilitates the appropriate knowledge-based decisions at the right time.

Accomplishing this mission requires employees to have access to specific information and knowledge, as well as the ability to share those not only with other federal agencies, state and local governments, the private sector, and partners but internally as well. Even with the growth of technology that enables organizations to access distributed resources and acquire knowledge in different ways, if employees' behavior does not change, and they lack the motivation and methods to share knowledge, it is challenging to share the decisions [43].

Prior research has predominantly focused on private sector companies, rather than on public or federal government sector, and the existing literature supports a range of knowledge management definitions with varying levels of importance [4, 7, 8]. Limited research exists on the management and sharing of knowledge in the federal government, and little attention has been paid to the role of motivation factors that influence employees' attitudes and intentions to share knowledge [8].

Additionally, the use of technology and its influence on employees' intentions and behavior to share knowledge in a homeland security organization within the United States has also received minimal attention. In this research, we attempt to address this gap by focusing on the factors that may influence knowledge sharing behaviors of employees in a Federal Government organization of the United States. Based on the review of prior literature, we identify the key constructs that may shape knowledge sharing in government organizations.

We focus on how employee attitude, intention, and information and communication technology (ICT) usage influence knowledge sharing in homeland security. In addition, we also examine the factors that influence the attitude of employees to share knowledge in these organizations. The primary research questions in this study are:

- RQ1: Do the attitude and intention influence knowledge sharing behavior of employees in homeland security organizations?
- RQ2: What role does IT usage play in shaping knowledge sharing intention and behavior of employees in homeland security organizations?
2. Literature review and theory development

In this section, we first discuss the theoretical underpinning of our research model. We draw on the theory of reasoned action (TRA) to suggest that the knowledge sharing behavior of employees will depend on their pre-existing attitudes and intentions. In the process of sharing knowledge, employees get engaged in shared pattern of coordinated behavior through the use of information and communication technology (ICT). Some ICTs facilitate the transmission of information while others support the processing of information. We rely on Media Synchronicity Theory (MST) to propose how these technologies influence the knowledge sharing behavior and intentions of employees. We discuss TRA and MST to lay the theoretical foundation of this research. Following our discussion of the theoretical foundations, we elaborate the constructs of our study, and build our research model which is presented in figure 1.

Figure 1. Proposed research model.

2.1. Literature review and theory development

Theory of Reasoned Action (TRA)

TRA attempts to explain how humans behave based on their pre-existing attitudes and intentions. Knowledge sharing practices “can be studied by applying the TRA, wherein attitudes are predicted by evaluating an individual’s intention to perform certain behaviors” [36] (p. 15). An individual’s intention to act or perform a task is determined by the individual’s attitude toward the task [5]. In a knowledge sharing context such as that presented in this study, an individual may demonstrate more knowledge sharing behavior if they exhibit a positive attitude toward knowledge sharing. This attitude towards the task directly affects a person’s intention toward performing a task [7, 8, 9].

One critical aspect of TRA is the underlying assumption that people, being rational beings, are in control of making their own choices about their behaviors, and—individual intentions are determined by an individual’s attitude about the behavior [21]. Given the fact that knowledge sharing is a voluntary behavior, this also makes TRA a relevant model in the study of knowledge sharing [7, 28].

2.2. Attitude toward knowledge sharing

Attitude towards knowledge sharing is formed from behavioral beliefs and refers to the degree of positive/negative feelings an individual has towards the intention to share knowledge [32]. Bock and Kim [7] suggest that expected rewards, expected contributions, and expected associations shape attitude towards knowledge sharing [7].

Knowledge sharing involves social interaction among people. Two principal theories that explain the social interaction of people are economic exchange theory and social exchange theory. According to the economic exchange theory, individuals will behave by rational self-interest. Thus, knowledge sharing will occur when it is determined that rewards for sharing exceed its costs to share [12, 31]. That is why many researchers have emphasized incentive systems for successful knowledge management.

Expected rewards, defined as “the degree to which one believes that one can receive extrinsic incentives based on one’s knowledge sharing” [7] (p. 1116), is believed by many to be one of the most important motivating factors for knowledge sharing. Thus, expected reward implies that employees would develop a more positive attitude toward knowledge sharing if they believe they will receive some type of monetary reward, promotion, or educational opportunities from their knowledge sharing [36, 52].

Kling and Lamb [34] found that rewards such as incentive and recognition influenced the user's use of technology to share knowledge. Accordingly, expected reward implies employees would develop a more positive attitude toward knowledge sharing if they believe they will receive some type of monetary reward, promotion, or educational opportunities from their knowledge sharing, thereby encouraging knowledge sharing. The absence of clear reward and recognition systems may frustrate employees and interfere with existing or potential knowledge sharing [42]. If employees believe they will receive extrinsic benefits such as monetary rewards, promotion, or educational opportunities from their knowledge sharing, they will develop a more positive attitude toward knowledge sharing [53]. Hence:
H1: Expected rewards will have a positive effect on the employee’s attitude toward knowledge sharing.

Expected contributions, on the other hand, is defined as “the degree to which one believes that one can improve the organization's performance through one's knowledge sharing” [7] (p. 1116). An employee's judgment of their own capabilities, called self-efficacy, refers to the idea that if employees believe they could make contributions, they will develop a more positive attitude toward a behavior [6], in this case, the employee would have a more positive attitude toward knowledge sharing, and are generally self-motivated to do so [10]. Hence:

H2: Expected contribution will have a positive effect on the employee’s attitude toward knowledge sharing.

Expected associations constitute is another significant determinant of an individual's attitude toward knowledge sharing [7]. Expected associations are defined as "the degree to which one believes one can improve the mutual relationship through one's knowledge sharing" [7] (p. 1116).

Expected associations occur through social exchanges. Social exchanges are personal and tend to generate personal connections between individuals, such as gratitude and trust. Through expected associations, assumptions can be made that employees may be able to maintain or improve relationships through social interactions that could include mentoring and coaching with other employees to offer their knowledge, with the expectation of reciprocal benefits through knowledge sharing [24].

When employees believe they can improve relationships with other employees by offering their knowledge, they develop a more positive attitude toward knowledge sharing [7, 40, 53]. Hence:

H3: Expected association will have a positive effect on the employee’s attitude toward knowledge sharing.

2.3. Trust

Researchers suggest that trust plays a significant role as to whether knowledge sharing occurs in organizations [41]. Trust is when one party expects that a second party will do what it has promised, without being opportunistic about it. Hsu et al. [29] defined trust as "an implicit set of beliefs that the other party will behave in a dependent manner and will not take advantage of the situation" (pg. 154).

Trust is a crucial determinant of employee participation and sharing knowledge [51]. Additionally, trust is considered one of the most important motivators for successful knowledge sharing process, one of the necessary first steps to effective knowledge sharing [51] and is noted to increase goodwill among employees [35]. While it is expected that there are varying levels of trust between employees at different levels of organizations, in an organization with a national security mission, the perception of high levels of trust is expected to facilitate the sharing of knowledge.

In an organizational context, learning behavior—such as seeking feedback or learning from one’s mistakes, asking for help, talking about errors, and experimenting—fosters a safe feeling. The absence of that safety, which may cause underreporting of incidents, leads to mistaken perceptions of the threats and security situation of the organization [38]. These mistaken perceptions include the fear of being viewed as disloyal or untrustworthy and being punished publicly or privately for any mistakes made, which causes sensitivity and fear of coming forward [50].

In a thriving sharing environment, however, any mistake would be an opportunity to learn from failure, where the lessons-learned from what works and what does not work is considered to be valuable. In instances where employees trust their supervisors and are satisfied with them, they show increased innovative behavior and were likely to help their coworkers. Therefore, when employees trusted their supervisors, they were likely to share knowledge [61].

Fueled by regulatory compliance and pressure from lawmakers, reports published by the United States GAO acknowledged improvements made by DHS in their sharing efforts and recommended developing strong partnerships for information and knowledge sharing [60].

The existence of trust and the formation of trust, whether in actions and behaviors, intentions and perceptions, or ideas and beliefs, affect knowledge sharing and the willingness or motivation to share on individual and organizational levels [38, 39]. Trust “develops from having some familiarity and prior interaction” [38] (p. 8) and “is both an initial condition for the formation of a relationship as well as the result of positive interaction” [41] (p. 297). The literature also suggests that that managers and leaders in the government public sector “commit to promoting informal and formal networks and knowledge-oriented management practices” [33] (p. 256). Cultivating higher levels of trust can lead to better knowledge sharing, shared goals, and lower transaction costs, promoting more active and trustworthy knowledge sharing behavior among employees, enhancing communication speed by empowering members to share their knowledge (pg. 251). Hence:
H4: Trust will have a positive effect on the employee’s attitude toward knowledge sharing.

2.4. Knowledge Sharing Intention

Behavioral control describes the individual’s perception of the extent they have control over the specified behavior [3]. Knowledge sharing is the specified behavior, and that behavior is affected by an individual’s confidence in the opportunities and resources that enable them to share their knowledge [1, 32, 37, 59]. Attitudes influence a person’s evaluation or perception of behavior and are a significant part "of the cognitive system and have the potential to influence the intention to share knowledge" [59] (p. 614).

TRA suggests that attitudes determine intention, and the greater or more favorable the attitude toward the action, the greater or more favorable the intention toward the behavior [5]. Hence:

\[ H5: \text{Attitude toward knowledge sharing will positively influence the intention to share knowledge.} \]

Knowledge sharing process involves the development of shared understanding which is achieved through transmission of information and processing of information. Each employee develops an interpretation of a situation through the processing of information. Use of the technology to support processing of information generates confidence that an employee has control over the knowledge sharing behavior. Hence:

\[ H6: \text{Use of technology to support processing of information will have a positive effect on the intention to share knowledge.} \]

2.5. Knowledge Sharing Behavior

Several studies [8, 10, 62] used the TRA or its extension, the theory of planned behavior, to explore knowledge sharing. According to the TRA, the behavior is determined by sharing attitudes toward sharing, and the best predictor of behavior is intention [52]. Intentions are formed by the motivational factors that affect behavior; they are indicators of people’s willingness to try hard [1]. Individual intention to share knowledge is a determining factor of desired individual behavior [49]. Intention to share knowledge can have a significant effect on knowledge sharing behavior. Findings in earlier studies show the positive effect of intention on knowledge sharing behavior [59]. Hence:

\[ H7: \text{Employee's positive intentions to share knowledge positively affect knowledge sharing behavior.} \]

In addition to having the intention to share knowledge, we expect that the use of ICT plays a role in shaping knowledge sharing behavior. Individual employees develop an interpretation of a situation through the processing of information. Individual interpretations are exchanged and discussed to reach a common understanding of a situation which is an essential aspect of knowledge sharing behavior. The exchange of information in any organization is facilitated through the use of ICT. In particular, technologies, such as video conferencing, instant messaging support high level of information transmission. Hence:

\[ H8: \text{Use of technology to support transmission of information will have a positive effect on knowledge sharing behavior.} \]

3. Research Method

Most prior studies of knowledge sharing have predominately focused on private sector companies, rather than the public or federal government sector. We base our study on the employees in homeland security. We conducted a web-based survey to collect our data. Due to the geographically dispersed nature of the workforce, paper-based surveys would have posed a challenge. Web-based surveys are widely used in academic, behavioral research, and offer multiple benefits over paper-based surveys, including efficiency and cost-effectiveness [57]. In addition to being easy to administer, web-based surveys offer a wider reach, faster implementation, and distribution time, and offers convenience to the respondent, making a web-based survey a more appropriate choice over interviews or observations [13].

We administered the survey via SurveyMonkey, an online survey creation and administration platform. The participants were informed that the survey was voluntary, and that all information would be kept confidential. Participants were also informed of the expected amount of time they would need to complete the survey. The survey was scheduled to remain active for 30 days. Within four days of the closing date of the survey, follow-up e-mail messages were sent, notifying the community that the survey link would be closing in 4 days.

3.1. Sample Design

The population under investigation in this study was employees of the DHS. In its mission to keep the nation secure, DHS employs approximately 240,000 employees throughout the United States and its territories [64], which is an expansive membership. However, the largest concentration of DHS employees (12% or 24,000 employees) works in the
National Capitol Region (NCR) [59]. An analysis using G*Power 3.1.9.2 was conducted to determine the desired sample size for this study. The parameters of the power analysis were based on a multiple linear regression with a maximum of four predictors. The desired power and significance levels were .80 and .05, respectively, per the recommendations of [11].

The potential for respondent accessibility limitations could have resulted in a required sample that exceeded the resources available to the researcher, based on the size of the population. Therefore, a medium or moderate expected effect size equal to .15 was used, resulting in an expected sample size of 84 for this study.

For this study, pre-notification, follow-up, and reminders messages were sent through direct solicitation emails by one of the researchers of this study. The survey was distributed in a population upwards of 240,000 or more individuals. The sample was chosen as a representation of the entire spectrum or population of employees in DHS. The expectation was for a low-to-medium level of engagement (response rate), and a medium and moderate effect size (12).

3.2. Operationalization of Variables

We designed a survey instrument to measure the constructs of this study. The survey for this study was developed using previously validated survey instruments. We included items to measure expected rewards, expected associations, expected contributions, attitudes to share, intention to share [7]; trust and knowledge sharing [61]; and ICT usage [40]. In addition, we collected demographic information (such as, age, gender, nationality) and the data regarding the number of years of employment with the organization, education, and duty location, to determine representativeness of the population.

3.3. Reliability and Validity

A valid instrument measures what the researcher intends for it to measure. Validity is the ability of a researcher to draw valid and significant conclusions about a population from a data sample collected [13]. Reliability addresses the consistency within a constructor scale [49]. The internal consistency of items reflects the reliability of a measuring instrument. Internal consistency assures that the items within the construct or scale focus on the extent to which respondents are consistent in how they answer questions that are related to each other. Cronbach's alpha is used to assess the internal consistency reliability for reflective measures of the survey [54]. The Cronbach's alpha for internal consistency reliability in confirmatory research should be at least .70 [49].

Construct validity is defined as “the extent to which the results of a test are related to an underlying psychological construct” [45] (p. 116). Construct validity determines whether measures used are actual constructs describing the event and referred to how well the elements of a concept have been defined in the research or survey [48].

A cadre of experts was used to assess the face validity of the instrument. Their areas of expertise include business, IT, knowledge management, cybersecurity, law enforcement, critical infrastructure protection, and homeland security. These experts have taken part in different knowledge management activities in their daily job functions. Based on feedback from the expert panel, changes were made to the instructions and/or questions for clarity, structure, etc., as well as adjustment of the estimated completion time if necessary.

3.4. Pilot Study

Pilot studies are meant to reveal flaws and deficiencies in studies [15]. Participants of the pilot study used this interim instrument to ensure appropriate measures and clarity. This process ensured that the instrument met understandability, answerability, and readability requirements [22]. Pilot study participants were excluded from taking part in the formal study.

3.5. Data Collection

A formal study was conducted following the pilot study. A total of 393 respondents accessed the survey instrument. A total of 271 respondents or 68.96% completed the survey. Although this is not a high number of responses, there were a sufficient number of responses for this study. Data collection for the formal study was initially scheduled to take place over 30 days. The study, however, took place over 37 days from June 1, 2018, to July 7, 2018.

4. Results

Before conducting the primary analysis, the data were checked for missing responses. Cases with non-random patterns of missing data (i.e., several consecutive questions with missing responses) were excluded from the analysis.

4.1. Descriptive Statistics
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The sample of 271 complete respondents had approximately equal numbers of women (n = 123, 45.4%) and men (n = 128, 47.2%). The majority of participants identified as White/Caucasian (n = 144, 53.1%) and were born in the United States (n = 237, 87.5%). The largest proportion of participants were born in the 1960s (n = 66, 24.4%); on average the participants had 25.73 years of work experience (SD = 14.26), and the more mature participants were from the years between 1920 to 1969 and accounted for a little more than half of the population (n = 138, 50.9%). For the largest proportion of participants, the highest level of education attained was a master’s degree (n= 93, 34.3%). Finally, the sample was split evenly between participants from the NCR (n = 131, 48.3%) and participants outside of the NCR (n = 131, 48.3%).

4.2. Reliability and Validity Tests

A Cronbach's alpha reliability analysis was conducted on each set of items comprising the study variables. The results of the reliability validity analyses are displayed in Table 1. Reliability exceeded .70 for all variables, which is the cutoff for acceptable internal consistency [23]. In order to test convergent validity, exploratory factor analyses were conducted for the items corresponding to each construct with a principal component analysis method of extraction and a varimax rotation. An exploratory factor analysis, with all items corresponding to the constructs, was conducted to test the discriminant validity of the constructs. Convergent and discriminant validities of the constructs were found to be satisfactory.

### Table 1. Descriptive statistics and reliability coefficients for composite variables

<table>
<thead>
<tr>
<th>Variable</th>
<th>Mean</th>
<th>Standard Deviation</th>
<th>Number of Items</th>
<th>CA</th>
<th>Factor Loading</th>
</tr>
</thead>
<tbody>
<tr>
<td>Expected Rewards</td>
<td>2.71</td>
<td>1.10</td>
<td>3</td>
<td>0.90</td>
<td>0.89-0.92</td>
</tr>
<tr>
<td>Expected Contributions</td>
<td>4.07</td>
<td>0.64</td>
<td>5</td>
<td>0.92</td>
<td>0.85-0.91</td>
</tr>
<tr>
<td>Expected Associations</td>
<td>3.87</td>
<td>0.72</td>
<td>5</td>
<td>0.91</td>
<td>0.81-0.89</td>
</tr>
<tr>
<td>Attitudes to Share Knowledge</td>
<td>4.03</td>
<td>0.61</td>
<td>5</td>
<td>0.79</td>
<td>0.49-0.84</td>
</tr>
<tr>
<td>Trust</td>
<td>3.44</td>
<td>0.83</td>
<td>7</td>
<td>0.94</td>
<td>0.79-0.93</td>
</tr>
<tr>
<td>Intentions to Share Knowledge</td>
<td>4.12</td>
<td>0.66</td>
<td>5</td>
<td>0.90</td>
<td>0.79-0.89</td>
</tr>
<tr>
<td>IT Type Knowledge</td>
<td>3.84</td>
<td>1.39</td>
<td>5</td>
<td>0.82</td>
<td>0.69-0.81</td>
</tr>
<tr>
<td>Knowledge Sharing</td>
<td>3.82</td>
<td>0.73</td>
<td>5</td>
<td>0.88</td>
<td>0.76-0.87</td>
</tr>
</tbody>
</table>

4.3 Hypotheses Tests

The hypotheses were tested through regression analyses with a level of significance of 0.05. Any weak significance level in the range of .05 to .10 was treated as suggestive of the nature of relationship between the variables.

Prior to conducting each regression, the assumptions of normality and homoscedasticity were tested. Multiple linear regression requires that the independent variables are not too highly correlated with each other (i.e., multicollinearity). This was tested by computing variance inflation factors (VIFs). We found that ensured that VIFs did not exceed 10 ensuring that multicollinearity was not an issue in this study [47].

Three multiple linear regressions were conducted to test the research hypotheses. The results of the regression predicting attitudes to share knowledge are presented in Table 2. We find support for hypotheses 2, 3, and 4. Expected rewards is not found to have any significant relationship with attitude to share knowledge in our study.

### Table 2. Results of regression analysis for attitude to share knowledge

<table>
<thead>
<tr>
<th>Hypothesis Supported?</th>
<th>N</th>
<th>Prob. (F)</th>
<th>R</th>
<th>R-Square</th>
<th>F</th>
<th><strong>Prob. (F)</strong></th>
</tr>
</thead>
<tbody>
<tr>
<td>H1 = No; H2 = Yes</td>
<td>262</td>
<td>&lt;.0001</td>
<td>0.187 **</td>
<td>0.3271</td>
<td>26.37</td>
<td>H1 = No; H2 = Yes</td>
</tr>
<tr>
<td>H3 = Yes; H4 = Yes</td>
<td></td>
<td></td>
<td>0.009 ***</td>
<td>0.79</td>
<td>0.005</td>
<td>H3 = Yes; H4 = Yes</td>
</tr>
</tbody>
</table>

The results of the regression predicting intentions to share knowledge are presented in Table 3. We find that both the attitude to share knowledge and the use of technology that supports processing of information have significant relationship with the intention to share knowledge. Thus, we find support for both hypotheses 5 and 6.

The results of the regression predicting knowledge sharing behavior are presented in Table 4. We find that both the intention to share knowledge and the use of technology that supports transmission of information have significant relationship with the intention to share knowledge. Thus, we find support for both hypotheses 7 and 8.
Table 3. Results of regression analysis for intention to share knowledge

<table>
<thead>
<tr>
<th>Independent Variable</th>
<th>Attitude to Share Knowledge</th>
</tr>
</thead>
<tbody>
<tr>
<td>Intercept</td>
<td>1.761****</td>
</tr>
<tr>
<td>Attitude to share knowledge</td>
<td>0.568****</td>
</tr>
<tr>
<td>Use of ICT that supports processing of information</td>
<td>0.029**</td>
</tr>
<tr>
<td>R-Square</td>
<td>0.3365</td>
</tr>
<tr>
<td>F</td>
<td>45.13</td>
</tr>
<tr>
<td>Prob. (F)</td>
<td>&lt;.0001</td>
</tr>
<tr>
<td>N</td>
<td>262</td>
</tr>
<tr>
<td>Hypothesis Supported?</td>
<td>H5 = Yes; H6 = Yes</td>
</tr>
<tr>
<td></td>
<td>* p&lt;0.10; ** p&lt;0.05; *** p&lt;0.01; **** p&lt;0.001</td>
</tr>
</tbody>
</table>

Table 4. Results of regression analysis for share knowledge behavior

<table>
<thead>
<tr>
<th>Independent Variable</th>
<th>Attitude to Share Knowledge</th>
</tr>
</thead>
<tbody>
<tr>
<td>Intercept</td>
<td>1.302****</td>
</tr>
<tr>
<td>Intention to share Knowledge</td>
<td>0.581****</td>
</tr>
<tr>
<td>Use of ICT that supports transmission of information</td>
<td>0.037****</td>
</tr>
<tr>
<td>R-Square</td>
<td>0.3751</td>
</tr>
<tr>
<td>F</td>
<td>53.22</td>
</tr>
<tr>
<td>Prob. (F)</td>
<td>&lt;.0001</td>
</tr>
<tr>
<td>N</td>
<td>262</td>
</tr>
<tr>
<td>Hypothesis Supported?</td>
<td>H7 = Yes; H8 = Yes</td>
</tr>
<tr>
<td></td>
<td>* p&lt;0.10; ** p&lt;0.05; *** p&lt;0.01; **** p&lt;0.001</td>
</tr>
</tbody>
</table>

5. Discussion

We did not find any support for hypothesis 1. The literature revealed inconsistent findings concerning factors that motivate employees to share their knowledge in other types of organizational environments. Motivational factors, such as rewards, significantly affect employees' attitudes and intentions [37]. Rewards often encouraged knowledge sharing [29]. However, there are studies that did not find any effect of expected rewards on individuals' attitude toward knowledge sharing [8], and the present study supports this finding. Performance-based pay or rewards have no relationship, or even a negative relationship, between rewards and performance [8, 36]. In fact, these studies demonstrated that monetary rewards, promotions, or punitive measures will not encourage any type of knowledge sharing and may be construed as coercion [40]. Thus, the findings on the relationship between expected rewards and knowledge sharing remain inconclusive. This is certainly an area for future research.

We found supports for both hypotheses 2 and 3. The results of this study show that expected associations were significant positive predictors of employee attitudes to share knowledge in homeland security. We also found that expected contributions were significant positive predictors of employee attitudes toward knowledge sharing and indicated that participants with higher expected contributions and associations tended to have higher attitudes to share knowledge. These results are consistent with previous studies [7, 8, 10, 37, 55] and indicate that individuals believe through their knowledge sharing contributions, they could improve relationships with other employees, developing stronger attitudes and intentions toward knowledge sharing, resulting in positive knowledge sharing behaviors.

Inconsistencies exist in previous studies concerning the importance and requirement for trust in knowledge sharing. Studies indicate that trust is considered a key influencer of sharing behavior [46, 16]. Trust is considered as a requirement for knowledge sharing [28]. We did not propose any direct relationship between trust and knowledge sharing. We suggested and positive influence of trust on the attitude to share knowledge. The results of our study provided support for this relationship (hypothesis 4). Trust positively affected attitudes to share knowledge among the respondents of this survey.

We also found that employee's attitude toward knowledge would positively affect the employee's intention to share knowledge. The result supports the findings of previous studies that examined attitudes toward knowledge sharing and revealed that attitudes influence intentions to share knowledge [7, 8].

The results of this study indicated that an individual’s positive intention toward knowledge sharing had positive influence on knowledge sharing behavior, thus providing support for hypothesis 6. This reinforces the findings from earlier studies that support the positive effect of intention on knowledge sharing behavior [8, 44, 53, 30].

We found support for the effect of ICT on intention to share knowledge and knowledge sharing behavior. ICT that supports information processing strengthens knowledge sharing intention while ICT that supports transmission of information facilitates knowledge sharing behavior. These are interesting findings of this study. As suggested in MST, communication processes can be effective when individuals are engaged in two processes: information transmission and information processing [17]. Information transmission involves “preparing information for transmission, transmitting it through a medium, and receiving information through a
medium”, while information processing involves “understanding the meaning information and integrating it into a mental model” [17] (p. 576). The focus of information processing is within individuals whereas that of information transmission is among individuals [17]. Thus, we suggested that ICT that supports information processing would have a positive influence on the intention to share knowledge while ICT that supports transmission of information would affect knowledge sharing behavior in a positive manner. The findings of this study provide support for both relationships (i.e. hypotheses 6 and 8).

6. Limitations of the study

An important limitation of this study is its use of a web-based survey to collect data. A respondent may not remain fully engaged and the response rate may be low in poorly designed web-based surveys. We took care to address these limitations in our study.

The survey participants were restricted to employees in a single United States federal government agency with a primary mission of homeland security. The findings may not be generalizable or relevant for other government agencies.

The third limitation of the study involved potential respondents’ concern with the organizational climate. Because of the challenging political climate, individuals appeared to suspect ulterior motives behind the questionnaire, and some were reluctant to take part in the study at all. Additionally, organizational missions—preventing terrorism and enhancing security, managing national borders, securing cyberspace, ensuring disaster resilience, and administering immigration laws—may have influenced respondents’ actual knowledge sharing behavior. Respondent concerns can arise despite assurances and measures taken to guarantee the anonymity and privacy of the data.

7. Implications

7.1. Implications for practice

In general, the results from this study could be used to inform employees of what knowledge sharing is, its importance, and the benefits of sharing. From there, employees can be informed or trained on how to share knowledge, with a focus on the use of various types of technology that can be used for knowledge sharing effectiveness and efficiency.

In addition, the findings of the present study indicated the effects of ICT usage on knowledge sharing intention. While the availability of technology or its use does not automatically guarantee successful knowledge sharing behavior, the findings in this study confirm the importance of individual employee’s use of technology in sharing knowledge and lend support to informed decision-making toward adopting useful types of technology to facilitate collaboration and knowledge sharing.

7.2 Implications for Research

This study is significant in that it contributes to the body of knowledge on information systems, knowledge sharing, human behavior, public sector, and federal government agencies, which is often overlooked and under-investigated.

Regarding public sector government organizations, this study demonstrated that expected rewards such as monetary rewards, promotions, do not encourage or discourage knowledge sharing. However, one’s expected contribution, their confidence in their ability to share; expected associations with others or ability to improve relationships; and the use and type of technology available for knowledge sharing affect individuals’ attitudes and intentions toward knowledge sharing.

This may result in the findings not being immediately generalizable or relevant for other government agencies. Even within the federal government, the results could be expected to differ according to agency [33] and conducting similar studies in other agencies in the federal government, or different types of organizations and sectors may result in improved generalizability [33]. The sample of our study was split evenly between participants from the National Capital Region (NCR) (n = 131, 48.3%) and those outside of the NCR (n = 131, 48.3%). Thus, our findings have some degree of internal validity within the government agency that we studied. However, we acknowledge that future studies should be conducted with other government agencies to establish the generalizability of our findings.

8. Conclusions

Most studies on knowledge sharing have been conducted in the private sector or on foreign governments. This study was conducted in an often-overlooked organization type—an agency within the U.S. federal government, a large, diverse, and previously unstudied context. Therefore, the study expands on existing literature by investigating employee attitudes, intentions, and knowledge sharing behaviors, rust, or the lack of trust between potential sharers of knowledge and the use of
technology to facilitate knowledge sharing.

This study is a step towards a greater understanding of the factors, such as technology, which affects how the intention to share knowledge influences the actual knowledge sharing behavior of employees in homeland security. The use of technology makes it possible to share massive amounts of knowledge in many ways, with multitudes of people. It is through the sharing of knowledge that problems are solved, ideas are formed, and new innovations emerge.
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