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Abstract

Currently a convergence in software development for mobile computing (including mobile devices and special technology such as wearables) and the Internet of Things (IoT) can be observed. Devices from the fields are becoming part of a joint ecosystem and share the same infrastructure. Moreover, development processes have changed and user requirements have become very heterogeneous. We have been studying this development for a while, also by offering the fitting HICSS minitrack. In this article, we look into the past of software development for mobile devices, in the context of IoT, and for wearables. We analyse joint characteristics and show differences. Then we invite to a discussion that leads to a research outlook. While neither for industry nor for academia the journey is over, the convergence of fields should offer many new possibilities, prevent problems we faced in the past, but also introduce novel challenges.

1. Introduction

Mobile computing, Internet of Things (IoT) and wearable devices are joining forces and becoming part of the same ecosystem and infrastructure. In modern applications of today the focus is (and should) be on solving a specific user’s or group of users’ needs. This has traditionally been done through the investigation of requirements, prototyping, design, implementation and testing [1]. Multi-disciplinary teams collaborating in order to create a satisfactory solution.

Today this has changed. We still need to solve specific needs, but the user environment has become even more heterogeneous, as we continue to investigate throughout this paper. The focus has shifted to not (only) solving needs, but to completing tasks. The user is agnostic to what kind of device the task is solved on, and would often utilise more than one device before completion. Further to this, interaction is based on convenience and availability. For instance, a user starts texting a friend on the phone, and over time as the conversation is flowing s/he is on the move, and begin to consume the messages on a wearable device such as a smartwatch whilst moving. Back at the office s/he will move over to use the stationary computer as input device. Extending further, voice recognition can be enabled by the IoT device residing on the office desk and complete the multi-dimensional interaction.

Mobile technology and IoT form a multidisciplinary field where sensing devices with communication capabilities that can be applied to ordinary objects in order to make the object “smart”. They add a whole new dimension of content to the current Internet paradigm [2]. The topic of wearable computing and smart garments have been researched and developed for several decades [3], but only in recent years has become a popular research field. Gartner first introduced Wearable User Interfaces into their Hype Cycle for Emerging Technologies in 2013, two years after introducing Internet of Things [4]. This exemplifies how a field with root back decades has been re-established with a contemporary consumer focus and created a new arena of possible outlets for software developers.

Because of this extensive heterogeneous environment, it is important that research focuses on established architectures and integration with existing business practices, and not only provides prototypes and single-case studies. The landscape for software development has become highly dynamic and given the diversity of the field, we showcase how mobile devices, Internet of Things and wearables are all parts coming together in one ecosystem. We explore this phenomena by looking into the past, and highlight research contributions and challenges.

Our article makes two contributions. First, we draw a comprehensive picture of software development for mobile computing – both looking at mobile devices in general and at wearables in particular – and IoT. Second, we provide an outlook into the expected research activities and development in the field.

The remainder is structured as follows. First
we present an overview of state-of-the-art in mobile computing, Internet of Things and wearable computing. Following this we venture into the development ecosystems for these three concepts before discussing the current state of affairs. We then present a synthesis in the form of a research outlook.

2. Background

We will in the following section highlight related work, and give an overview of the major research streams and contributions in the fields of mobile computing, Internet of Things and wearable devices.

2.1. Basics

As depicted in 1, the three fields are closely related. Mobile computing spawned the dawn of Internet of Things for the masses. It is no longer confined to industry projects. Building closely on this, the wearable computing paradigm evolved out of sensors becoming common place and its use being proven to a large portion of the general public.

![Figure 1. Technological progress](image)

Today, we take all three paradigms for granted and as part of our environment at home, at the office or on the move. To get a better understanding of the way forward until today, we will start looking into the research stream of mobile computing.

2.2. Mobile Computing

Since the release of app-enabled smartphones, counting from the 2007 announcement of iPhone [5], millions of apps have found their way to the various app marketplaces [6]. With the app economy generating billions of USD yearly [7], developing software targeting mobile devices can indeed be a profitable endeavour. We find that numerous studies investigate the "hows" of software application development targeting mobile devices.

Within this literature body, we find topics ranging from business predictability and development processes (e.g. [8, 9, 10, 11]) to security (e.g. [12, 13, 14]), to empirical performance-oriented studies (e.g. [15, 16, 17, 18, 19]), and studies focused on end-users' perception of the quality of mobile apps (e.g. [20, 21, 22, 23, 24, 25, 26]). Research on software development for mobile computing conducted in the intersection of business and software engineering often relies on requirements or criteria originating from the industry (e.g. [27]), although we rarely encounter case studies in which the engineering itself is in focus. This section will introduce research in some frequently encountered topics.

While there exist numerous papers on these and related topics (e.g. [8, 9, 15, 16, 26]), we frequently find ourselves questioning what to focus on going forward. In studies on mobile security, we tend to encounter discussions on attack surfaces (e.g. [28, 29, 30]), ecosystem vulnerabilities (e.g. [31]), and investigations of app-level security measures through permissions (e.g. [32, 33]). However, from the literature, we note that security is not necessarily a topic that practitioners are devoted to, according to interviews conducted by Ahmad et al. [34], whom also mention a lack of security-oriented studies in the related research community.

We find that on the topic of performance research, studies span from the introduction of modern smartphone devices, and continue to regularly emerge in academic outlets [15, 16, 35]. Nevertheless, due to the rapid and constantly evolving nature of both software, hardware, and surrounding ecosystems, the continuation of empirical performance measurements is key to keeping up with- and staying relevant to industry and stakeholders. Lastly, studies involving end-users are less frequently encountered than the previous topics traversed. This is especially true in research on cross-platform mobile software development, in which case we only identify a mere handful of user-oriented studies (e.g. [26, 25, 21]). We are interested in seeing this corpus of research extended, as the perception and experience of app usability and quality should be core topics of interest for academics and practitioners alike.

From both the research literature and practitioner outlets we note that traditional approaches and techniques for development of mobile apps are challenged by a wide array of new technologies and novel concepts, some of which we will elaborate on and discuss throughout this paper. While the field of mobile computing goes beyond the development of software applications, the pace at which tools and frameworks facilitating the development of mobile apps are released, is seemingly more rapid than ever. The high turnover of tools could although have serious implications on decision-making, and consequently add quickly to technical debt.

2.3. Internet of Things

The Internet of Things (IoT) are amongst the fastest growing of emerging technologies of today. The IoT technologies and applications are still in their infancy,
and so the academic community must thoroughly address the area [36]. Although IoT was initially meant to describe a network of RadioFrequency ID-enabled devices, it has since been expanded a wider definition of the term incorporating sensors, actuators and agents. According to Perera et al. [2], most of the research done on IoT during the last two decades has been focused around prototypes, systems and solutions with a limited number of data sources. It becomes clear that IoT indeed encompasses all devices with a sensor, but there is also a second implication: the huge number of data points that will inevitably be collected is of no use to anyone unless it is processed – and that usually in real time or close to it. The definition also presents us with several implicit challenges, backed by Xu et al. [36] and Palattella et al. [37]. These include, but are not limited to, privacy, distribution and maintenance, and security concerns in the distributed system that is the IoT.

However, as the technology develops, a need to be context-aware (cf. again the convergence with mobile device challenges [38]) and able to utilise a large number of sensors arises, and with this, the need to develop solutions which implement a strong core architecture, and is flexible and modular enough to be combined with other IoT solutions. From this emerges the paradigms of edge-computing or fog computing, both used interchangeably and further addressed as fog computing [39]. The purpose of this approach is to take advantage of the powers in low computing devices whereas moving computational resources closer to the edges of the physical application architecture.

2.4. Wearable Devices

Lately, wearables have undergone thorough academic assessment, and enjoyed the attention of numerous researchers and research projects, as displayed through an extensive literature survey by Shrestha and Saxena [40].

While wearables are indeed subject to scrutiny from software engineering and computer science academics, we note that other research traditions and fields find applications for wearables outside of traditional software engineering as well. Within research on health, wearable technology has been applied to cases such as detection of schizophrenia [41], monitoring of animal health [42], and of course personal fitness and health [43]. In the intersection of personal health, gaming and wearables, we find the exceptionally popular Augmented Reality (AR)-based mobile game, *Pokémon Go*. In their study, Althoff et al. [44] measured the effect of *Pokémon Go* on the activity level of 32 000 players wearing the Microsoft Band wearable fitness device. The authors report of an overall increase in activity levels across demographics, regardless of gender, weight, and prior levels of activity. Studies similar in nature, e.g. by Fountaine et al. [45] also report of an increase in activity levels for their participants in the context of benefits in individual health related to the use and adoption of *Pokémon Go*.

However, while there are definite benefits to the widespread use and adoption of wearables and fitness trackers, numerous ethical and technical issues arise [46]. In a recent study by Classen et al. [47], extensive work was conducted in order to uncover vulnerabilities with the Fitbit fitness tracker ecosystem. The team of researchers found that streams of unencrypted fitness data could be captured through a reverse engineering effort of both hardware (wearables) and software (Fitbit app). The implications of such findings can indeed be monumental, especially as Fitbit is one of the leading supplier of personal fitness tracking devices [48]. This is especially relevant as we make note of studies and news articles regarding the use of wearables in commercial situations, e.g. to lower insurance costs (e.g. [49, 50]), and that young insurance holders are positive towards this trend [51].

Another recent event, although involving Strava rather than Fitbit, was the heat mapping of open Strava fitness data to assist in the uncovering and locating of military bases, a work presented on Twitter by Schneider in early 2018 [52]. Not only may this have implications and severe consequences for individuals, it also has the potential of uncovering secret military bases through the use of open fitness data. One could presume that Schneider helped put the governing and use of such data and the associated wearables and fitness mobile apps on the agenda. Indeed, security and safety are kernel to the proposed topics for further research by Shrestha and Saxena [40] in their comprehensive literature survey on wearable computing.

3. Developing for Mobile Devices

A multitude of tools, technologies, frameworks, and boilerplates have been released and made available only in the last year. In the pool of novel and newly released technologies, we find two official tools from Google, including Android Jetpack and Flutter. The former, Jetpack, was announced during the 2018 Google I/O developer conference, and is a set of libraries and best practices for developing native Android apps for mobile, cars, TVs, and smartwatches, aiming to pave a clearer path for architecting and building apps [53]. The latter, Flutter, is a new take on cross-platform app development, with build-targets including iOS and
Android at the time of writing [54], with the possibility of supporting additional platforms, e.g. desktop apps [55]. Flutter builds on ideas implemented in numerous existing cross-platform frameworks, for example the extensible nature of accessing native platform and device features in Cordova and React Native, while simultaneously working to ensure fluid and responsive user interfaces and great performance, according to the development team [54]. In fact, not only will Flutter provide cross-platform apps for Android and iOS, Google’s upcoming operating system *Fuchsia* is partially written in Flutter and is reportedly built ground-up to run Flutter-based apps [56]. To the best of our knowledge, neither Flutter nor Jetpack has been subject to academic scrutiny, and should as such be assessed in future work.¹

Within cross-platform mobile development, and the intersection of mobile apps and the web, we find four noteworthy and novel technologies we may encounter more frequently in both research and industry outlets going forward. We briefly introduce and discuss each of these in the coming paragraphs, emphasising their importance in the fast-paced field of practice and research that is mobile computing and its intersection with the field of software engineering.

First, Progressive Web Apps (PWA), a novel approach to extending the possibilities of websites towards providing the same user experience as regular mobile apps. These enhancements consist of on-device installation, offline functionality, background data synchronisation, and handling of push notifications, functionality common to most apps found in the app marketplaces. There have previously been some, although limited, academic scrutiny of Progressive Web Apps, including Malavolta *et al.*’s experiment on the energy efficiency of Service Workers [58], an underlying enabler for Progressive Web Apps. We also find studies by Bistrn-Hansen *et al.* [18] and Majchrzak *et al.* [59], the former study providing an overview of concepts and technical possibilities of PWAs in relation to native and cross-platform mobile development, the latter study a comprehensive overview of PWA characteristics, how it builds on concepts of cross-platform mobile development, and suggestions for further research based on previous work.

Going forward, WebAssembly is likely to receive additional attention of industry and academia. Although primarily focusing on enhancing the performance and possibilities of the web, we look at WebAssembly as a technology aiming to enable performance-critical software applications to be deployed to- and made use of inside a web browser, regardless of the form factors used by end-users. From a technical and historical perspective, JavaScript has been the language for front-end web development [60]. Thus, any interactivity a user may have with a website, and any business logic or processing conducted by the front-end of the website, is being controlled by JavaScript. However, WebAssembly allows for the use of other languages such as C, Rust, and C++ in the development of front-end business logic [60, 61]. This is achieved by targeting WebAssembly as the build target of the aforementioned languages, after which the compiled output, a .wasm file, can be loaded through JavaScript and executed safely within a web browser [60]. Early research [62, 60] displays promising advantages in terms of performance by having WebAssembly-compiled programs execute and perform tasks found to perform suboptimal in JavaScript, e.g. 3D games and similar CPU intensive software.

Continuing in the context of mobile, encouraging and novel technologies have recently surfaced, including those of React Native DOM and Kotlin/Native. The former, React Native DOM, aims to port React Native to the web, enabling simultaneous cross-platform development of apps that can run not only on mobile platforms (iOS, Android, and Windows Phone), but also have the web as a build target [63]. WebAssembly is the enabling technology rendering it possible to output React Native-based apps to the web browser. The latter, Kotlin/Native, is Jetbrain’s attempt to run Kotlin-based software outside of the JVM by targeting platforms such as iOS, WebAssembly and Android, effectively allowing cross-platform development in which the end-result apps are native. As Kotlin/Native is available only as a pre-production ready build, we anticipate that future work in our field of research will thoroughly assess the technology upon full release.

When discussing alternative approaches to mobile app development, the hybrid development approach is seemingly one of the most common option available for the creation of apps, based on data from app store analyses [64]. Since the advent of Cordova, web-based hybrid apps have been popularised through frameworks including Ionic Framework, PhoneGap, Onsen UI, and Intel XDK. Through Cordova, web developers could interact with native device and platform features through JavaScript-based APIs, allowing non-mobile developers to develop mobile apps using only traditional web development knowledge. However, based on recent surveys including StateOfJS [65] and Stack Overflow’s 2018 developer survey [66], and a study by Ahmad *et al.* [34], practitioners’ perception of Cordova is at best varying, leaning towards the negative. In an attempt to address issues raised by practitioners, the

¹Such analyses were driven by our HICSS minitrack, cf. e.g. [57].
Ionic Framework team has only recently launched their own Cordova alternative, Capacitor. The goal of Capacitor is to ease the development of custom and third-party modules providing access to native device and platform features [67], and to provide a unified set of APIs for developing hybrid mobile apps, web-based Progressive Web Apps, and Electron-based desktop apps [67]. Going forward, it will be interesting to see if Capacitor has a positive impact on developers’ perception of hybrid mobile apps, which for now is based what Cordova has to offer.

The previously discussed technologies may really make a difference in mobile app development when combined. What about WebAssembly-compiled Progressive React Native DOM Web Apps? Or Kotlin/Native-based Progressive Web Apps wherein business logic is as well performing as native mobile apps due to being written in Kotlin and compiled through WebAssembly for web browser execution? A study by Bandi and Fellah [68] investigate design and development-related issues emerging when converting Websites to mobile apps. They highlight numerous issues and challenges in regards to differences in functionality, interaction and design across regular Websites, mobile-friendly websites, and mobile apps.

Taking advantage of the native-like performance of WebAssembly, the app-like experiences provided by Progressive Web Apps, and the novelty of recent frameworks including React Native DOM and Kotlin/Native, the challenges discussed in [68] by Bandi and Fellah may require a revisit near future. Academia focusing on these and similar WebAssembly-related software engineering challenges are some of what we may see addressed in the coming years.

4. Developing for IoT

The Internet of Things is a multidisciplinary field where sensing devices with communication capabilities can be applied to ordinary objects in order to make the object smart. As a result, IoT adds a whole new dimension of content to the current Internet paradigm [2]. The primary goal for is to create a better world environment, where objects and “things” know exactly what we want and need, and then act towards that goal, without explicit instructions. Development for IoT has grown out of the mobile ecosystem and established itself as a separate field for industry, academics, and businesses. The amount of money being invested in the domain is growing rapidly, although there are disparities in hobby- and consumer-grade equipment, e.g. the existence of $3 USD WiFi-enabled microchips (ESP8266) allowing for the development of Internet-connected things, and production-grade equipment providing hardware reliability. Within networking, we find novel technologies including 5G and narrowband IoT, and communication infrastructure embedded in more and more everyday devices, leading to a rapidly expanding ecosystem. At the intersection of the technology and things, we find the possibilities and constraints of Internet-connected devices with finite energy sources versus the introduction of 5G networks and narrowband technology allowing for extended life of battery-powered systems.

There are several approaches to solving the issues of connectivity within IoT, among them are wireless mesh networks in which several devices connect to the Internet through each other without the need for the Internet access point to have range to every device [69]. Alternatives range to standard WiFi endpoints, if cost allows, to leveraging newer technology like 5G [70]. Wireless mesh networks incur relatively low costs and relatively poor performance due to its distributed and “chained” nature. In addition, nodes much stay within a certain distance of each other. Even if the range is greater, it is still not greater than the broadcast range of a single device. While 5G supports high speeds and greater geographical distribution it comes at an increased cost [70], and has a higher threat surface as every device is generally connected directly to the Internet, where as in a mesh network you would typically have a single gateway.

Security considerations within IoT is a balance between cost and sufficient implementation [71]. Looking at communication between devices and attacks, IoT functions much like any other architecture. Communication can be secured through encryption; input can be screened; software engineering security techniques can be applied in the application code.

IoT development usually follows either of two main strategies. One is to use tooling and frameworks from third party vendors such as the IBM Watson IoT and the Bluemix Cloud platform [72]. This gives the advantage of a complete ecosystem with modules, tools, examples and – typically – an active community. The drawback are vendor lock-in to the given APIs and the inability to control future development. On the contrary, open standards can be used, and through layered approaches traditional web tools and frameworks such as JSON, REST and HTTP based communication can be applied down to the sensor level [73].

5. Developing for Wearables

Wearable devices are emerging as an extension of the well-established smartphone. Now spanning across
a large number of categories (see also [74]), they increasingly gain market penetration. The primary use still resides in consumer electronics as most wearables pose features for enhancing the lifestyle. This typically includes activity tracking, e.g. of steps taken, notifying about time to move, and monitoring health related data such as weight and height, and heart rate. Typical devices include Fitbit, Jawbone and similar wristbands.

Moreover, so called smart watches have spread in the consumer segment. These include Apple iWatch and Android watches e.g. from Samsung, Fossil and LG. Moreover, app-enabled sport watches are offered from Polar, Garmin, TomTom and others. Fragmentation of devices, platforms, and operating systems is common [74]. There is frequent use of vendor based cloud solutions, proprietary development languages and standardised heterogeneous software, tools and frameworks.

An example of a wearables running a proprietary platform is Fitbit. The apps developed for the Fitbit OS will only run on a subset of the Fitbit wearable devices, namely Ionic and Versa as of June 2018 [75]. This excludes most of the Fitbit wearables, e.g. Flex, Alta, and Ace. Thus, if a developer is interested in extracting data from a Fitbit user’s device, the fragmentation renders development complex due to the heterogeneous nature of the product-line. While there are challenges to be addressed when developing for wearables within the same product-lines, developing software across multiple heterogeneous wearable platforms, e.g. Fitbit, Garmin and Polar, will likely prove even more difficult.

In cross-platform mobile development, simultaneously developing for multiple heterogeneous mobile environments is at the core of the development philosophy [76]. To the best of our knowledge, cross-platform wearable development has not reached the same adoption as in the context of mobile software development. However, during the WWDC 2018 conference, Apple showcased the fifth version of watchOS, their wearables-focused operating system driving their Apple Watch product-line. One of the updates found in watchOS 5 is the system’s ability to open and display websites directly on the wearable device. As information regarding WebKit on watchOS is limited at the time of writing, further research should revisit the possibilities offered in terms of executing web-based apps directly on the watch.

6. Discussion

Going forward, we will see changes in how development of software applications for mobile devices is conducted. Technology companies including Google and Facebook advocate their own sets of technologies and technical frameworks for application development, including Flutter, Android JetPack, and React Native. Simultaneously, open web standards including WebAssembly and Progressive Web Apps emerge, aiming to close the current gap in device performance and user experience between the web and what is provided by native mobile- and traditional desktop applications.

6.1. What to Expect: a Research Outlook

With Table 1, we aim to provide a general overview of platforms, technical frameworks, and challenges within the overarching fields of Mobile Computing, Internet of Things, and Wearable Computing. Thus, our intent is to provide concrete ideas as to which novel frameworks and platforms can be used in the assessment of the challenges we find. It is important to note that the content of Table 1 is not exhaustive; it does not list all platforms, frameworks and challenges. We rather focus on what we deem to be of interest to both academia and the industry based on our assessment of the literature and communities surrounding the three overarching fields of research.

We have look at what was and what is. Therefore, we now touch upon what might be. There is a divergence between the current situation and the outlook. Moreover, the current reality of software development for mobile devices, wearables and IoT has shortcomings. Therefore, we propose steps towards a research agenda to close the gaps, to enrich the theory, and to advance the field.

We expect that

- Wearables continue to grow, thus follows the need for academic scrutiny;
- App-enablement [74] will continue to spread;
- Computing power and intelligence moves to the edge of the networks to help offload backend clouds;
- People become less dependent on the smartphone alone, and rely more on assistive technologies including smart watches, fitness trackers, smart glasses, AI-driven voice technology, and more;
- It will be considered to create ecosystem platforms for managing the environment of the personal cloud with smartphone, IoT, and wearable devices
- Heterogenous wearable platforms will see unifying technologies for software development, e.g. through allowing hybrid apps;
- Security, adequate privacy, user experience (UX), and personalisation will have major impact on solutions;
Table 1. Platforms, frameworks and challenges in Mobile Computing, IoT, and Wearable Computing.

<table>
<thead>
<tr>
<th>Technology</th>
<th>Platforms</th>
<th>Frameworks</th>
<th>Challenges</th>
</tr>
</thead>
<tbody>
<tr>
<td>Mobile Computing</td>
<td>Web (HTML5),</td>
<td>Android, Jetpack, Capacitor, WebAssembly,</td>
<td>Device and versioning fragmentation; Pace of new technologies and frameworks;</td>
</tr>
<tr>
<td></td>
<td>iOS, Android</td>
<td>Flutter, NativeScript, React Native,</td>
<td>Security; End-user perspectives; Variety of form factors; Web Apps versus</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Kotlin/Native, Progressive Web Apps</td>
<td>traditional apps</td>
</tr>
<tr>
<td>Internet of Things</td>
<td>Arduino, Spark,</td>
<td>JerryScript, IoTjs, Windows 10 IoT,</td>
<td>Finite energy sources; Rural low-connectivity areas; Energy efficiency;</td>
</tr>
<tr>
<td></td>
<td>Raspberry Pi,</td>
<td>Android Things, Qt, Project Things,</td>
<td>Software, firmware and hardware security; Hardware reliability; Vendor</td>
</tr>
<tr>
<td></td>
<td>NodeMCU, Teensy,</td>
<td>Espurino</td>
<td>lock-ins; Networking protocols and data transferability</td>
</tr>
<tr>
<td></td>
<td>BeagleBone, IBM Watson IoT</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Wearable Computing</td>
<td>Fitbit, Garmin,</td>
<td>Vendor-specific (WatchKit, Gear SDK,</td>
<td>Software, firmware and hardware security; Data protection and usage</td>
</tr>
<tr>
<td></td>
<td>Polar, Apple,</td>
<td>Android Wear, etc.)</td>
<td>regulations; Computational power; Heterogeneous platforms, SDKs, and</td>
</tr>
<tr>
<td></td>
<td>Android, Xiaomi,</td>
<td></td>
<td>product-lines; Ethical perspectives; Reliability of trackers and their</td>
</tr>
<tr>
<td></td>
<td>Samsung, Huawei,</td>
<td></td>
<td>generated data</td>
</tr>
<tr>
<td></td>
<td>TomTom</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

- There will be a convergence in development standards such as web tools, frameworks, and languages (JavaScript) and on device software, such as Kotlin;
- Visualisations, in particular Virtual Reality (VR) and Augmented Reality (AR) will spread;
- Universal design has yet to be properly integrated;
- WebAssembly enables native-like performance in the browser for computationally intensive apps;
- Progressive Web Apps will continue to grow in adoption – It, however, remains to be seen whether they will be the unifier; and
- the convergence of the ecosystems of modern mobile computing will continue.

Many of these points can be summarized as moving towards Weisers’ vision of ubiquitous computing [77].

Besides that, it is exciting to see how interdisciplinarity plays an increasing role despite the very technical nature of the core of many challenges. However, to address users’ needs merely improving technology is not enough. This can be particularly witnessed in some fields such as healthcare. Mobile computing, IoT and wearables provide fantastic new possibilities, but some of their main shortcomings – such as security and privacy issues – need to be overcome and their domain-specific implications need to be understood. Therefore, while technological work will remain to be the core of the research activities, multi-disciplinary researcher and truly interdisciplinary thinking will need to drive research projects to leverage what the cohesion of the three fields promises.

6.2. Limitations

This research presented in this article has limitations. Quite obviously, we fathom about the future. Since we are scientists and no prophets, this is a speculative endeavour. Although our outlook is careful, and it is based on a study of the past and an assessment of the status quo, the rapid development in the concerned fields might make some of our estimates obsolete. In addition to this, particularly industrial trends could lead to new settings, paradigms, technologies, and demands that hardly can be estimated. In this regard, it also needs to be stressed that this article is an opinion piece – even though it has a solid foundation. It is not based on work with further experts, such as e.g. found in articles based on Delphi studies. Additionally, it has been written in the setting of the HICSS minitrack we run ([78, 79, 80]; see also next subsection). This is a deliberate boundary.

Besides the limitations concerning the outlook presented in this article, the main limitation is its literature work. We do not present a literature study, although the article is heavily driven by literature. It should, thus, not be confused with one.

6.3. Our Contributions

Our own recent work has been tackling some of the topics we examined in this article – both within the scope of the HICSS minitrack (e.g. [57]) as in other outlets (e.g. [18]). One of us (Majchrzak) is also co-chairing the Web Technologies track at
the ACM Symposium of Applied Computing (SAC). HICSS has developed to be close to the information systems (IS) community, both regarding topics and publication (through the Association for Information Systems (AIS). The topics we propose here falls under the umbrella of software engineering and thereby mark the border between IS and computer science. We think that this greatly drives their appeal!

Our own research will aim for the following goals:

- Further deepen the understanding of cross-platform app development. In particular, we intend to provide recommendations for cross-platform framework choice and to unify the work on cross-platform technologies for different devices;
- Extend our understanding of end-users’ perception of quality and user experience of apps built using cross-platform technologies;
- Establish platform and language independent guidelines for evaluation and comparison of mobile application development;
- Partake in the assessment of challenges listed as part of Table 1, all of which would be interesting topics for the HICSS minitrack;
- Scientifically document the work on possibly unifying technologies such as Progressive Web Apps (PWA) and WebAssembly, and the intersection of these;
- Investigate and bridge the gap between lightweight architecture for IoT with mobile / wearable applications and edge computing; and
- Eventually and successively enrich the theory on modern mobile computing including the software development side of the Internet of Things.

For our HICSS minitrack, the journey is far from over. It is needless to say that software development remains a relevant topic; how the future topics of development for mobile devices and the Internet of Things will be named is impossible to anticipate, though. We, thus, intend to keep updating the minitrack’s description to reflect upon these developments. Thereby, the minitrack itself should become a documentation of the progress in the field.

7. Conclusion

In this article we have discussed software development for mobile devices, the Internet of Things, and wearables. For the three fields we have taken a literature-based and practice-acknowledged look. We took this opportunity while running the alike-themed minitrack under the Software Technology track at the Hawaii International Conference on Systems Science (HICSS). Successively, we have assessed the status quo and taken a peek into the future. We thereby hope to shed some light into what might be the next research topics, and what we might see in the HICSS track in the next few years.

We hope that other researchers – and maybe even practitioners – will find this useful and encouraging. Many of the challenges listed in this article likely should be closed soon, and some of the contributions to this may be witnessed as part of HICSS’ presentations.

Our own work will be centered on the research outlook that we proposed. In particular, we will be looking at cross-platform technology, document and assess the technological progress, and amend the theory on modern mobile computing.
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